Notes Nov 1, 2018

Malicious software can come in different forms or names.

* Viruses
* Worms Popups
* Bots Adware
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* Trojans Scareware

Ransomware

Roagware

Viruses
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* Trigger

Trojan Horse

How do we get

* Free download
* Removable Devices
* Logic Bomb
* File Share
* Exploit Kit
* Unpatched Software

How to Prevent

* Safe Browsing
* Firewall
* Up to Date with Operating System
* Up to date on current issues